SERVING EVERY OHIOAN
USER GROUP

MAY 2023

[OPLI

OHIO PUBLIC LIBRARY INFORMATION NETWORK




OPLIN

Services

> Internet
Y E-rate Training
> Databases

> Remote Access

©

> SMS Notices

> ebsites
Co-location

»> Internet Filtering






Call OPLIN when...

e you need support with your Internet connection.
e you are planning a building project.
e you'd like to request bids for your branch connections.

e it's time to file your annual LOA (Form 479).

0 614-728-5252

9 support@oplin.ohio.gov
D https://support.oplin.org
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Call OPLIN to...

e find a list of current statewide database titles.
e find statistics for database use at your library.

e set up remote access for databases your library buys.

0 614-728-5252

9 support@oplin.ohio.gov
D https://support.oplin.org



SMS Notices
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Call OPLIN to...

e update who receives weekly SMS delivery reports.

e request support when a patron can't receive SMS notices.

e set up authenticated email relay for a device or account.

e subscribe to OPLIN mailing lists.

0 614-728-5252

9 support@oplin.ohio.gov

D https://support.oplin.org
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Call OPLIN to...

e learn more about subscribing to a custom hosted website.
e host equipment in the State of Ohio Computer Center.
e request 802.1g layer 2 connectivity between your library's

network and your equipment in the colocation space.

0 614-728-5252

9 support@oplin.ohio.gov
D https://support.oplin.org




Security

Who is responsible for the security

of your library's network?

)







What can you do to

Improve security now?




©

Deploy

Cisco Umbrella
in your library's network




©

Secure your network
perimeter with a firewall



©

Install

uBlock Origin

browser addon




Create long, unique passwords for every account

@ Use a password manhager

Enable multi-factor authentication
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Keep an inventory
Install updates regularly

Have a backup solution



Ensure patron data isn't saved on library devices

Ensure backups encrypt sensitive data

Review records retention policy
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Plan for disaster recovery
Review the plan regularly

Store the plan on paper



Security Preparedness Resources

https://oplin.ohio.gov/security




Laura Solomon Christine Morris
Library Services Manager Digital Services Manager

Jessica Dooley Derek Zoladz Vincent Riley
Technology Project Manager Software Developer Network Support
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@ https://oplin.ohio.gov
P LI N 0 614-728-5252

9 support@oplin.ohio.gov

Jessica D. Dooley

Technology Project Manager D https://support.oplin.org
jessica@oplin.ohio.gov
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